**ПОСЛЕДНИЕ РАСПРОДАЖИ ЗАКРЫВАЮЩИХСЯ КОМПАНИЙ**

Мошенники используют ситуацию с уходом из России популярных брендов, которые устраивают распродажи остатков своих товаров. Аферисты представляются в соцсетях и мессенджерах сотрудниками таких компаний и предлагают оформить заказы со скидками и без очередей. А на самом деле воруют деньги и данные карт.

Для правдоподобности злоумышленники сообщают, что якобы работникам компании дают особые бонусы за объемы продаж и привлечение покупателей.

Человека просят прислать страницу официального сайта компании или магазина с описанием нужного товара либо просто его название или фото. Взамен мнимый сотрудник присылает ссылку на корзину с уцененным товаром и предлагает закончить оформление заказа.

На самом деле ссылка мошенников ведет на фишинговый сайт, адрес которого отличается от настоящего парой символов. При этом дизайн сайта может в точности повторять оригинальный. Как только покупатель вводит реквизиты своей карты, чтобы оплатить товар, его деньги и данные попадают к преступникам. Затем они могут полностью обнулить карточный счет покупателя. В этом случае банки не компенсируют потери.

Будьте внимательны не попадайтесь на уловки аферистов!

*Пресс-служба Отделения Банка России по Пермскому краю*